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Abstract. A convergence service can be built by referring the specification of well-designed services and putting together them in bottom-up manner. In the service system for delivering an S&T convergence service, a service system needs to define a service agreement (SA) and to establish to support continuously and dependably the SA. In the paper we propose a SA management scheme that is used for storing the SA values co-created into the blockchain. The proposed scheme can provide a guideline for designing the S&T service system on SOA framework with a blockchain for providing information about SA as part of service metadata.

Keywords: SOA, service system, Service Agreement (SA), SA management scheme, Blockchain

1 Introduction

A convergence service can be built by referring the specification of well-designed services, and putting together them in bottom-up manner. Hence, we introduce a service integration model to deliver a service for convergence S&T knowledge infrastructure in a Service-oriented architecture (SOA) based on service platform so that it can easily meet the service agreement (SA) for them. The SA is a contract between a service provider and a service consumer [4, 5]. The contract includes the non-functional requirements of the service met between them.

In the service system for delivering an S&T convergence service, the service system needs to define SA, and to establish to support continuously and dependably the service agreement. Therefore, it is important to keep automatically the SA in the S&T knowledge infrastructure with services owned and managed by internal or external entities.
In the paper we propose the SA management scheme that is used for storing the SA values co-created into the blockchain. The scheme contributes to tackle its trustiness issue with a conflict among multi-parties by a smart contract between a service provider and a service consumer. The main contributions are listed as follows:
- design the core permissioned blockchain, and define its business models for the SA management
- design the metadata for services maintained by a distributed ledger for maintaining information about SA with transparency and traceability without interference of intermediary.

2 Related works

SOA is a strategic framework technology for designing and developing software in the form of interoperable service [5,6]. A service is defined as a unit of functionality that an entity (such as a system, organization, or department) makes available to its environment which has some value for certain entities in service users. SOA is a way to handle the growth of complexity of an enterprise software environment for providing a convergence service both a technical and a functional side.

Over the past several years, the blockchain technology has been driving a breakthrough in many domains including a p2p based distributed system, and introducing a business use case in diverse industries, including finance, real estate, healthcare, and transactive energy. This innovation rooted from the promise of Bitcoin [1,2], which is a p2p electronic cash operated to solve the double-spending problem without any intervention of a trusted intermediary. Bitcoin is the first application of blockchain. Blockchain provides specific properties (such as decentralization, transparency, and immutability) that have allowed Bitcoin to become a viable platform for "trustless" transactions by well-known techniques including cryptography, digital signature and consensus mechanism.

On the other hand, a blockchain platform, Ethereum, extended the capabilities of the Bitcoin blockchain by adding a new feature, smart contract [3]. A smart contract is a program that directly controls the exchanges or redistributions of digital assets between two or more members according to certain rules or conditions confirmed between involved members. It provides a single version of truth where participants use digitally signed blocks and consensus algorithms to alter transactions and documents using further blocks.

A blockchain is a decentralized system platform that maintains chronically a list of transactions grouped into blocks constructed via a consensus mechanism to keep information consistently. Figure 1 shows a block consists of a set of four transactions, t0 to t3, where t0 is happened before t1 and t3 occurs lastly in the causal relationship. As shown in Figure 1, SA represented as a digital asset is inputted to a hash function, H. The output of the hash function H is the hashed SA, SA', that is used as a part of the transaction t2.
One block can be added to the blockchain at a time. Each block is verified to ensure that it follows in sequence from the previous block. All SA transaction records are kept in the blockchain and are shared with peers, some members of a service system who have joined in a blockchain network. This decentralized process ensures properties of transparency, data integrity, and robustness.

3. The SA management scheme based on Blockchain

In this section, we design the service metadata for maintaining SA in a distributed ledger of a blockchain and the software architecture for blockchain based SA management scheme. The basic idea of our work starts from designing a SOA framework to enable the SA based requirements in publishing and discovery of services. The proposed scheme can provide a guideline for designing the S&T service system SOA framework with a blockchain for providing information about SA as part of service metadata.

By design, the blockchain is a decentralize technology. Blockchain technology has built-in robustness. Hence it may make types of record keeping like SA. By storing blocks of information that are identical across its network, the blockchain cannot be controlled by any single entity and has no single point of failure.

In a SOA structure, a service is a unit of work done by a service provider to achieve a useful result of performing some activities for a service consumer by a service request. Each service implements a specific business function and is made available such that the service can be accessed without knowledge of its underlying implementation. In a software context, services are typically thought of as methods, components, or building blocks of a larger automated system. In the service deliver process, there are three components such as service provider, service consumer and service broker that interact for delivering a specific server in asynchronous manner. There is the essential process of describing the service endpoint as a service metadata so that client can understand how to use the service.

The SA as a legal contract implies that each party to the agreement commits to providing the other party or parties with something they need or want. It underpins the joint understanding between a service provider and a service consumer of what to
expect from their mutual relationship. As shown Fig. 2, a service is delivered through the operation of a service system controlled by a service contract.

![Fig. 2 Service deliver process](image)

Table 1 shows the basic definition of the components of SA blockchain. SA is represented as a digital asset concerned in the blockchain. The participants of the blockchain, who the stakeholders of SA are, include a service consumer, a service provider and a service broker. In the SA blockchain, the transaction can be considered as three operations related with SA. To access the permissioned blockchain, Certificate Authority(CA) and X.509 is used for defining the format of public key certificates. When a certificate is signed by a trusted certificate authority, or validated by other means, someone holding that certificate can rely on the public key it contains to establish secure communications with another party, or validate documents digitally signed by the corresponding private key.

<table>
<thead>
<tr>
<th>Table 1. The basic definition of the components of SA blockchain.</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Component</strong></td>
</tr>
<tr>
<td>----------------</td>
</tr>
<tr>
<td>1 Digital asset</td>
</tr>
<tr>
<td>2 Participant</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>3 Transaction</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>4 Access control</td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td></td>
</tr>
<tr>
<td>5 ID management</td>
</tr>
</tbody>
</table>

The participants in the blockchain network should authenticate to add further changes in the transactions. It leverages a business ecosystem that represents several integrated business transactions for handling service agreement. The ledger is encryptions and available to all participants. A trusted intermediary is required for transactions related with SA between the service systems who wish to manage the quality of services. Blockchains allow us to have a distributed peer-to-peer network where non-trusting members, both a service provider and a service consumer can interact with each other without a trusted intermediary in a verifiable manner. Figure 3 shows the SA management scheme based on blockchain
4. Conclusion

In this paper, the SA parameters have been managed by the SA management scheme based on blockchain for convergence service in S&T. This scheme is used for finding the service during services discovery process. The designed scheme is used as a reference architecture for construction of a prototype for verifying the integrity of SA ledger based on block and testing feasibility of the S&T knowledge infrastructure defined.
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